Лекция 1. Введение в распознавание образов: данные, признаки, классы, ошибки и риски
1) Что такое распознавание образов
Распознавание образов — это задача принятия решения по наблюдениям: по измеренным данным определить, к какому классу относится объект/ситуация, или какую метку ему присвоить.
Примеры:
· по телеметрии определить режим: норма / утечка / засорение;
· по изображению определить: дефект / нет дефекта;
· по логам определить: атака / нормальный трафик.
Формально есть вход x (наблюдение) и выход y (класс):


2) Какие бывают задачи распознавания
1. Классификация — y из конечного набора классов:
· бинарная: 2 класса (авария/норма),
· многоклассовая: (A/B/C...),
· многометочная: объект может иметь несколько меток одновременно.
2. Регрессия — предсказываем число (например, прогноз температуры/нагрузки).
3. Кластеризация — классы заранее неизвестны, надо группировать по сходству.
4. Обнаружение аномалий — поиск редких/опасных отклонений.
5. Последовательности (временные данные) — распознавание режимов по сигналам во времени.

3) Данные: что это и почему качество данных критично
Данные — база любой модели. Качество решения обычно ограничено качеством данных.
Источники данных:
· датчики и телеметрия (IoT/SCADA),
· изображения/видео,
· тексты и документы,
· логи и события.
Структура датасета:
· объекты (строки) — примеры,
· признаки (столбцы) — параметры,
· метка (label) — правильный класс (для обучения).
Типовые проблемы данных:
· пропуски и неверные значения,
· шум и дрожание датчиков,
· выбросы (аномально большие/малые точки),
· разные масштабы признаков (например, давление и расход),
· несбалансированные классы (аварий мало, нормы много),
· дрейф: меняются условия (зима/лето), оборудование, настройки.

4) Признаки: что это и как их строят
Признаки — измеримые характеристики, по которым модель отличает классы.
Типы признаков:
· сырые (прямые измерения): температура, давление, расход;
· инженерные (производные): разности, отношения, тренды, статистики окна;
· обученные (эмбеддинги/нейросети) — чаще для изображений/текста.
Почему признаки важны: хороший набор признаков может резко повысить точность и устойчивость даже у простой модели.
Пример (участок теплосети):
· сырые: 
· инженерные: , тренд , связь “давление–расход”, устойчивость режима (дисперсия за окно).

5) Классы и разметка
Класс — категория, которую нужно различать. Для обучения нужны размеченные данные: каждому примеру соответствует правильный класс.
Проблемы разметки:
· ошибки эксперта,
· разные эксперты могут размечать по-разному,
· размытые классы (“пограничный режим”) часто смешивают с нормой.
Хорошая практика:
· правила разметки (guideline),
· хранение источника решения (кто/когда/почему),
· проверка согласованности экспертов на части данных.

6) Ошибки распознавания и их смысл
В реальных системах важно понимать какие именно ошибки делает модель.
Для бинарной задачи:
· TP — правильно нашли “положительный” класс,
· TN — правильно нашли “отрицательный”,
· FP — ложная тревога,
· FN — пропуск события.
Инженерный смысл:
· FP → лишние выезды/переключения, перегруз диспетчера, потеря доверия,
· FN → пропуск аварии, ущерб, риск безопасности (обычно дороже).

7) Метрики качества (что измерять)
· Accuracy — доля правильных ответов (может быть обманчивой при дисбалансе).
· Precision — какая доля тревог правильная.
· Recall — какая доля реальных событий найдена.
· F1 — баланс precision/recall.
· ROC-AUC / PR-AUC — качество при разных порогах (PR особенно полезна при редких событиях).
Ключевая идея: метрика выбирается под задачу и цену ошибок, а не “по привычке”.

8) Риски: чем “ошибка” отличается от “риска”
Риск = ошибка × последствия.
В smart/инженерных системах цена ошибок часто разная:
· пропуск аварии → высокая стоимость,
· ложные тревоги → потери времени и доверия,
· неверная диагностика → неверное управляющее действие.
Подходы к снижению риска:
· cost-sensitive (взвешивание ошибок),
· разные пороги для режимов,
· “человек в контуре” для критических решений,
· ограничения на управляющее действие (безопасные режимы).

9) Базовый pipeline распознавания
1. постановка задачи (классы, метрики, ограничения, цена ошибок),
2. сбор данных и очистка,
3. выбор/построение признаков,
4. разделение на train/test + кросс-валидация,
5. обучение модели,
6. оценка качества + анализ ошибок,
7. внедрение + мониторинг (дрейф, новые данные, переобучение).

10) Итоги лекции
· распознавание — это решение по данным, а не “просто модель”;
· качество данных и признаки часто важнее алгоритма;
· ошибки неизбежны, поэтому важно управлять рисками;
· метрики и пороги выбираются из стоимости ошибок;
· внедрение требует мониторинга: данные и условия меняются.

